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Press Release 

New EU project launched to establish a novel Pan-European 

Knowledge Network for Resilient Infrastructure 

Rome, 19-20/10/2022. Twenty partners across the EU have joined forces and launched an 

almost €2 million three-year Horizon Europe project to support policymakers in shaping and 

produce data-driven evidence-based policies, while boosting the innovation capacity of 

Critical Infrastructures (CI) operators, authorities, and innovators (including SMEs). 

The project officially kicked-off on 

19-20 October 2022 in Rome, Italy 

and was attended by the project 

officer Mr Juuso Stenfors, 

representatives of partner 

organisations and Advisory Board 

members. The meeting provided 

an opportunity to discuss the 

contributions of the different 

partners in relation to their areas 

of expertise and to review the 

objectives and structure of the 

project. 

EU-CIP will leverage the capacity, organisation, community, and achievements of the ECSCI 

cluster towards establishing an EU-wide knowledge network with advanced analytical and 

innovation support capabilities. To facilitate information collection and analysis, the project 

will establish a FAIR data observatory of research projects, research outcomes, technologies, 

standards, and policies. 

As such, EU-CIP will offer: 

▪ Analytical capabilities for evidence-based policies. 

▪ Innovation support services to EU projects and other innovators in CI security and 

resilience, including training, support in business planning and access to finance, as 

well as support in the validation, standardization, and certification of novel solutions.  

▪ A Knowledge Hub, integrating and sharing all project outcomes to a vibrant ecosystem 

of over 1000 stakeholders.  

EU-CIP will also organise an Annual Conference on Critical Infrastructures Resilience, held 

each September in Brussels, Belgium. Project partners ambition for this to become a flagship 

event for critical infrastructures. 

The project website is currently under construction. EU-CIP is active on Twitter and Linkedin.  

 

https://twitter.com/EUCIP_HorizonEu
https://www.linkedin.com/in/eu-cip-750b31254/
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Consortium: 

Engineering – Ingegneria Informatica SPA 

(ENG), Italy 

Deutsches Zentrum für Luft und 

Raumfahrt EV (DLR), Germany 

GFT Italia SRL (GFT), Italy 

Inov instituto de engenharia de sistemas e 

computadores inovacao (INOV), Portugal 

Inlecom commercial pathways company 

limited by guarantee (ICP), Ireland 

SINTEF AS (SIN), Norway 

Steinbeis EU-VRI GMBH (EU-VRi), 

Germany 

Stowarzyszenie Polska Platforma 

bezpieczenstwa wewnetrznego (PPHS), 

Poland 

Laurea – Ammattikorkeakoulou oy (LAU), 

Finland 

Innov - Acts Limited (INNOV), Cyprus 

Norks Regnesentral (NRS), Norway 

European Organisation for Security 

(EOS), Belgium 

Katholieke Universiteit Leuven (KUL), 

Belgium 

Fstechnology SPA (FST), Italy 

Athens International Airport S.A (AIA), 

Greece 

Fundacion de la Comunidad Valenciana 

para la investigacion, promocion y 

estudios comerciales de Valenciaport (FV), 

Spain 

Orange Romania (ORO), Romania 

Electricité de France (EDF), France 

Association française de normalisation 

(AFNOR), France 

Leonardo Societa per Azioni (LDO), Italy 

 

 

Contact: 

Project Coordinator:  

Emilia Gugliandolo (ENG) at emilia.gugliandolo@eng.it   

Dissemination Manager: 

Elodie Reuge (EOS) at elodie.reuge@eos-eu.com  

Angeliki Tsanta (EOS) at angeliki.tsanta@eos-eu.com 

 

 

*Disclaimer: Funded by the European Union. Views and opinions expressed are however those 
of the author(s) only and do not necessarily reflect those of the European Union or the 
European Commission. Neither the European Union nor the granting authority can be held 
responsible for them. 
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